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This instruction manual includes detailed docking station functionality and features.
Before using the docking station, please read this manual to ensure safe and proper use.
The docking station is supplied with default settings based on device.
Images and screenshots may differ from the actual product appearance.
User awareness of data protection should be strengthened in order to avoid unnecessary loss of
confidential personal information.
The user manual is strictly checked and collated, we will continue to improve the user manual.
Editing the registry settings or modifying the operating system software is not advised, Rewire
Security does not take responsibility if the changes result with performance problems or
incompatibility.
Unofficial modifications on the device's operating system or software may result in equipment
malfunction and damage or loss of data. These actions violate Rewire Security's license agreement,

and your warranty.

Rewire Security may change the contents of the user manual without written notification.
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Product Appearance

Camera Slot

Touch Screen




WiFi Reset Rj45 Usb Power  Switch
Button Port Socket

Cooling fan

Cooling fan

Keep the touch screen away from water. The touch screen may malfunction in humid conditions
or exposure to water. Please make sure the docking station is placed on a flat surface, enabling the

fans the intake cool air.



Package Contents

The RX-3 Pro Docking Station package contents:
Docking Station
Power cable
RJ45 network cable
Hard disk lock key

Factory inspection report

7 . . . . .
M - Use only licensed accessories. Use of unauthorized parts, accessories or cameras with the

docking station my cause malfunction and is not covered by the warranty.

Installation of the Docking Station
This device can only be used with the supplied power cable.

Installation steps:

1. Open the Docking station package.
2. Insert the supplied power cable in the power socket.
3. Turn the Docking station ON.




4. Required power supply : AC 100V --- 220V.

Switch

If the main switch indicator is not properly lit, check if the power cable is inserted properly.



Switching the device On or Off

1. When you start the device, press the power switch to turn on the docking station.

Reset

2. Toreset the device, press the "Reset" button.

Reset

3. If you want to switch off the docking station from software, click on the lower left corner of the screen

by your finger and navigate to the Control Panel and click "Power Off".

Local IP Address: Network outages Time: 06/01/2016 02:39:¢2:2: Botal Disk Capacity: 1862.89G [l Space used:4.08G ISpaceAvailable: 1858.
letwork ou 5 :39:42:2: | ty: 186

¥ Network Sta to the Server 1.00.01 === ORI

Click Here {




@
) J

Restart * Exit System Power Off

Control Buttons on the Screen:

Restart: Restart docking station system.

Exit System: Exit the docking station system and enter desktop of the operate system.
Power Off: Switch the docking station OFF.



The Docking Station uses high-performance low-power system, processor and hard drive with high,
stable performance. It supports eight body cameras to charge and upload data at the same time. The

Docking Station comes with a Web management system, allowing the users to easily playback files and

download files using a PC.

Features

Compact design with integrated hardware.

Embedded operating system and Web management system.
Large-capacity hard disk storage space to store data.

Supports Microsoft Azure cloud for saving and storing the video files.

Specifications
Screen Size 7 Inch
Display brightness 50
Hardware Configuration Display Contrast >0
USB2.0 <8 Ports
SSD 64G
Hard disk 2T~4T
Operating System Microsoft windows 7 Embeded
Software Configuration L Docking Station Management System
Application
for Web
. Dimension 36*26*%12 (cm )
Size
Weight 6.7KG
Power Interface AC 100V---220V
External Interface Network Interface RJ45
External USB Interface 2 Ports USB3.0

10



Boot operate system: <=30 s
Storage: 64G SSD for system, >=2T hard disk for storing video file.

Support camera . Supports 8 body cameras to sync and recharge at the same time.
Screen Resolution : 1024 x 600

Data transmission speed : >300M/min.

1) Product Compatibility : Rewire Security RX-3 Body Worn Camera.

2) Video files can be automatically uploaded : After inserting the RX-3 body camera in the docking

station, all files saved in the body camera TIF card will be automatically uploaded to the docking
station and uploaded files are automatically associated with the corresponding information officers.

3 ) Automatic time synchronization : After inserting the RX-3 body camera in the docking station, Time
of the body camera will be automatically synchronized with the time of the docking station.

4) Auto clear camera TIF card : After all files in the body camera are uploaded to the docking station,
the docking system will clear the storage of the RX-3 Body worn camera.

5) Fast charging : After inserting the RX-3 body camera in the docking station, the docking station will
automatically start recharging the body camera.

6 ) Search Files : Authorized users can search files using the docking station based on the type of media
(date, time, video, audio, photos, log, HD, SD) to quickly locate video files.

7 ) Playback files : Authorized users can playback files using the web interface.
8 ) Protect files : Protected files can’t be removed by an unauthorized user.

9 ) Lock files : Locked files can’t be played back, downloaded or removed by an unauthorized user.

10) Protected file transfer : If the files transfer process is interrupted (USB disconnect etc.) the

upload process will continue without damaging the video files.
11



11) Download files : You can download the files from the docking station using the web system, and
save the downloaded file to any storage of your choice.

12) Automatic management docking station disk space : The docking station can automatically
delete the expired files for making room for the next upload operation.

13) Cloud storage : The docking station is embedded with the Microsoft Azure cloud services, you

can upload the important files to the Microsoft Azure cloud , However, user needs to open a
Microsoft's cloud services account.

14) Remote manage docking station : You can manage the docking station remotely by web system.

Only use the touch screen by pressing your finger!

@ - Do not allow the touch screen contact with other electronic devices. Electrostatic
discharges can cause the touch screen to malfunction.

Do not allow the touch screen to contact water. The touch screen may malfunction in
humid conditions or when exposed to water.

To avoid damage to the touch screen, do not use any sharp objects on the touch screen.
Avoid pressing your finger heavily on the screen.

Touch screen gesture

While using the touch screen, interact with the software just like any other touch-screen enabled

device such as a smartphone. Press on the icons with your finger to navigate the menus.

12



How to access the docking station remotely

1. Run the remote desktop application "mstsc" on your windows PC.

Al

Type the name of a prograr, folder, document, or Internet
resource, and Windows will open it foryou,

|

@ This task will be created with administrative privileges,

(614 I Cancel | Browse... |

2. Enter the docking station’s IP address in computer Remote Destop application;

13



EE, Remote Desktop Connection

Remote Desktop
»¢) Connection

Computer. | 192.168.0.88

zer name:  Mone specified

You will be azked for credentialz when pou connect,

(= thiu:nnsl Conmect I Help

3. Enter user name : "station" and the default password is "zb2017", then click "ok" button.

Windows Security

Enter your credentials
These credentials will be used to connect to 192, 168.0.585,

Use another account

™ Remember my credentials

Cancel

14



How to set static IP address for the docking station

1. Please click the lower left corner of the screen and display the control panel, then please click button
"Exit System"

 Local IP Address: Network outages Time: 06/01/2016 02:39:
- Status: Connecti o the Server iVersion:f1.00.01 ’ —

Please select "Exit system" button, then enter default password "2015", you will be sent to the windows

desktop.

While on the windows desktop, navigate to  "Control Panel-->Network and Internet--->Network
Connections", and locate the network adapter and setting properties.

15



[
' !rﬁ'_ Metwork Connections o []
%v l@ = Control Panel - Metwork and Internet - Metwork Connections - - mj I Search Network Connections @

Crganize *  Disable this network device  Diagnose this connection  Rename this conneckion ai - Eﬂ @

|i| Local Area Connection 7 Properties B

Metworking I Sharing I

o |
I- Internet Protocol Yersion 4 (TCP/IP¥4) Properties

General |

ou can get IP settings assigned automatically if wour network supports
1 this capability., Otherwize, vou need to ask your network administrator
I for the appropriate IP settings.

{~ Ohbtain an IP address automatically

| —f% Use the folowing IP address:

| IP address: I . . .
Subnet mask: I . . .
Default gateway: I . . .

" Obbain BN server address aubomatically:

—{% Use the following DMS server addresses:

Preferred DNS server: I . . .
Aleernate DMS server: I . . .

[~ validate settings upon exit advanced. .. |
o] 4 I

Cancel |

Turn ON the docking station

1. Pluginthe power , and press the docking station "Power Switch" button.

e &= @

Power Switch

2. After switching the docking station on, the software will automatically start in 20 seconds, once it’s
ON enter the docking station system interface.

16



. @ Network Status: Connection to the Server iVersion:(1.00.01

Local IP Address: Network outages Time: 06/01/2016 02:39:02:2: l Lo
|
1

tal Disk Capacity: 1862.89G [ Space used: 4.08G

Plug in the RX-3 body worn camera

17




Upload Data

M otal Disk Cap

Mmmﬂm Time: 06/01/2016 23:53:50:7
" p&ﬁmrmouum.m =

The docking station system will automatically mount the body camera on the interface and start

downloading all files from the RX-3 Body worn camera.

5. Docking station management system

Login system

1. Enter the docking station IP from any browser on a PC which is located in the same local network,

and enter the user name and password ,then you will be able to access the docking station management
system.

18



|2 Digital Evidence Management System - Windows Intermet Explorer

Tole s

@U- i8] hitp://192.168.0.65Awebpage/loginsp
File Edit View Favorites Tools Help
€ Digital Evidence Management System

L Favorites

Done.

Welcome

~|_|‘>!besmg

B8 -

Digital Evidence Management System

sceoce

@ Intemet | Protected Mode: Off

P~

4 mm v Pagev Sefetyv Toolsv v

v ®100% ~

Elel€

The administrator account is "admin" and the default password is "888".

Review files

0005
06/02/2016

8 Welcome admin| 06/14/2016 14:13:05 Tue

o Video Audio Photo  All
E;lé Review Files
&3 Division
@ Personnel

Docking Station

M900006@2016061115562310.mp4
Device No:M900006

Recording Time:2016-06-11 15:56:22
User Namesjon

Dept:XX Division

Resolution:1280X720

v

M900006@2016061115563110.mp4
Device No:M900006

Recording Time:2016-06-11 15:56:31
User Namesjon

Dept:XX Division

Resolution:1280X720

2 Pages; [<< [l = l-2alli25=s

@2016061219413310.mp4

Device No:

Recording Time:2016-06-12 19:41:33
User Name:undefined
Dept:undefined

Resolution:1280X720

ot
GO P

o>
S

M900006@2016061318205810.mp4
Device No:M900006
Recording Time:2016-06-13 18:20:57

User Namezjon

Dept:XX Division
Resolution:1280X720

e
R

Please click the video thumbnail and you will be able to playback the video files

19



5/14/2016 14:14:27 Tue

< Install Video Decoder

Notice:if can not play video,please download and install the video decoder

[__; Review Files
&3 Division
@ Personnel
Docking Station

510005
s
-

006@2016061318205810.mp4 &
L No:M900006 \

ding Time:2016-06-13 18:20:57

] 0:02/0:20

If you have not installed the adobe flash plug-in in your PC, You have to install the flash plug-in to
be able to view the video files.

You can also display a list of files by clicking on  "Review files"

Digital Evidence Management System 8 Welcome admin | 06/02/2016 15:11:50 Thu

m Review Files

- — =
Date Uploaded \ D‘ Office ID Device ID @, Search (O Advanced
[1« Review Files g
Department Play List
E& Division P Y
ivisi — f .
B XX Division Block Guniock @Play (OProtect @ Unprotect [E\Remove & Download [ Export
@ Personnel
[:‘ Department Office ID  Officer Name Date Recorded R ing time L ) R i Device ID Impt Level Main Task

Docking Station

8 D XX Division 00001 jon 2016-05-24 08:10:38 6s 256ms 1280X720 M900008 Normal A

9 D XX Division 00001 jon 2016-05-24 08:12:14 6s 256ms 1280X720 M900008 Normal

10 [] XXDivision 00001 jon 2016-05-24 08:13:24 1s301ms 1280X720 M900008 Normal

" D XX Division 00001 jon 2016-05-24 08:13:38 15 301ms 1280X720 M900008 Normal

12 D XX Division 00001 jon 2016-05-27 02:31:41 15 301ms 1280X720 M900008 Normal

13 D XX Division 00001 jon 2016-05-27 02:32:54 1s301ms 1280X720 M900008 Normal

14 l:‘ XX Division 00001 jon 2016-05-27 02:33:24 5s 305ms 1280X720 M900008 Normal

\ v
15 |:| XX Division 00001 jon 2016-05-27 02:33:29 5s 305ms 1280X720 M900008 Normal
< >
20]v| Page|1 |of1 (4] Displaying 1 to 19 of 19 items

About Permission Definition

20



- Lock
Officers with this permission are allowed to access and playback locked files, but not allowed to
unlock and delete locked files.
- Unlock
Officers with this permission are allowed to access, playback, unlock and delete locked files.
- Protect
There is no need for this permission. Officers with or without this permission are both allowed to
access and playback protected files and not allowed to unprotect or delete protected files.
- Unprotect
Officer with this permission are allowed to access, playback, unprotect and delete protect files.
For Operation & Behavior
There are four checks on the files, they are Lock, Unlock, Protect and Unprotect. Each of them should
be disabled or enabled according to the login officer’s permission. Once the permission flags are
assigned to files, it should be activated right away.

[ 2 Digital Evidence Management System Welcome admin| 06/02/2016 15:17:27 Thu
\D

)
) DateUploaded | [ [o] Office ID Device ID (ySearch | (0 Advanced
[& Review Files

& Divisio Department Play List
A XX Division Block HUniock @Play JProlect ¢ Unprotect [5Remove Download [} Export
Win) Resolution Device ID Impt Level Main Task Subtask File Type  Size{MB) Date Uplosder Islock  Profect Uploaded Clow  Case ID Memo  operste
9 ims 1280X720 Me00008 Normsl Phato 099 201605270 Unlock Unprotect  0.0% Datsil A
10 ms 1280%720 Ma00008 Normsl Video 2001 2018052702 Unlock Unprotect  0.0% Detsil
1 ms 1280720 Ma00008 Normal Fhalo 106  2018-05-27 02 Unlock Unpr 0.0% Detail
12 ms 1280720 M800008 HNormal Fhato 097 2016-052702 UnLock Unprotect  0.0%
13 ms 1280720 M800008 HNormal Fhato 097 2016-052702 UnLock Unprotect  0.0% Detsil
14 ims 1280X720 ME00008 Normal Video 2002 2010052702 Lock Unprofect  0.0% Detsil
15 ims 1280X720 ME00008 Normal Fhato 018 2016-05-27 02 Unlock  Protect 0.0% Detsil
18 ims 1280%720 M800008 Normsl Phato 087 201605270 Unlock Unprotect  0.0% Detsil
17 1ms M800008 Normsl Audio 043  2016-05-270Z Unlock  Protect 0.0% Detsil
18 ms Ma00008 Normsl Audio 018  2016-05270Z Unlock Unprotect  0.0% Detsil
19 7ms 1280X720 43854 Normsl Video 1262 2016053001 Unlock Unprotect  0.0% Detsil W
< >
20[v| Page[1 [of1 Displaying 1 to 18 of 18 items

21
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i Digital Evidence Management System 8 Welcome admin| 06/02/2016 15:16:40 Thu A O

=T
>4 Review Video
Date Uploaded Search Advanced
[ ReviewFiles B Office ID 00001 I
Officer Name  jon
o) D Department Piay 2
ivision y
. File Type Video
) XX Division o g
& Persomel Main Task
Protec jou  Cease =
1 Depatment-ocpiisic Lock Profect Uplosded Clot Cese ID Memo operate
Docking Station
e Importance Level Normal Alock Unprotect — 0.0% Detsi A
10 IsLock O Lock © Unlock ALock  Unprotect  0.0% Detsil
] Protect O Protect @ Unprotect ilock Unprotect  0.0% Detsd
Device ID  mg00008
12 ; flock Unproect  0.0% Detsil
Recording time 2016-05-24 08:13:24
13 Length(Min) 1s301ms Alock Unprotect 0.0% Detsil
14 Docking Station 192.188.085 lock Unprotect  0.0% Detsil
& i H
15 CaselD & Plugin Alock  Protect 0.0% Detail
102.1
18 i Surask AgentIE” S 108 088 dlock Unprotect  0.0% Detsil
Size(MB) 20.01 Date Uploaded 2016-05-27 02:34:44 v
17, Glock  Protect 0.0% Detsil
Conrnmn P
18 ms Ma00008 Normal Audio 0.18 2016-05-27 02 Unlock Unprotect 0.0% Detail
y 18 7ms 1280X720 43854 Normal Video 1262 2016-05-30 01 Unlock Unprotect 0.0% Detsi WV
< >
> 20{v] Page[1  [of1 ¢ Displaying 1 to 19 of 10 itams

Division

Please click menu "Disvision", this feature allows you to split your personnel into divisions for easier
management of the files from cameras.

22



T..T Digital Evidence Management System

[l | ovivon

~
[ ReviewTFiles Department
e BB Divisien Department Depariments List
o : [51 XX Division TAdd & Modiy
& Persomnel
[ peptna
Docloing Station
1 [ 1000
>
)
20/ v|

() Search

—Remove 4 Export

Department

Y04 Division

Fage[1  |of1

Parent Department  Greated by Memao

o)

B Welcome admin | 06/02/2016 15:27:00 Thu

Date Grested

2 O

Displaying 110 10f 1 flems

Digital Evidence Management System

| Digital Evidence Management System

8 Welcome admin| 06/13/2016 14:23:33 Mon

m Division

s
Depariment

E’;‘\ Review Files P

&8 Division Deparment

@ Personnel

Docking Station

>
>

Departments List

() search

+Add ¢ Modily —Remove - Export

D Dept No
1 [ 10001

2 20001

20[v|

Department Information

Parent Department | XX Division
Dept No | 20001

Memo 123

Page 1 of 1 (]

Department | abc

> Cancel

[Elsave

ated

Displaying 110 2 of 2 items

Digital Evidence Management System

Personnel

Please click "Personnel" button, this features allows you to assign officer’s name to the cameras. The
feature provides append, modify, remove and export features for easier operation.

23



F;I Digital Evidence Management System

£ Welcome admin| 0

mm [eezms

[__; Review Files Office ID: Officer Name : () Search

8B Division (EEpiiais = +Add @Modily —Remove < Export

[21XX Division [ offic D Officer Msme Department Task Device ID Phane Grested by Dste Crested Memo

1 I:l 00001 Jjon XX Division MB00005 administrator 2018-05-17
Dacking Station

>

ks 20[v] Pege(1  of1 ] Displaying 1 to 1 of 1 items

Digital Evidence Management System

[/7 Digital Evidence Management System & welcome admin| 06/13/2016 14:39:48 Mon
\3
I e
~
Office ID: Officer Name : () Search
-8 Review Files
&2 Division DTS L2 —+Add A2 Mndifv —Remnue - Fynnrt

@ Personnel

Docking Station

>

[ Officer Information

1 | Office ID: 333
Sex: Male
Department: XX Division
Device ID:  M900000

Memo:

Zl)ﬂ Page|1 of 1 [v]

Memo
Officer Name :  333WW
Phone:
Task:

Upload Password :

¥ Cancel Elsave

Displaying 1 to 1 of 1 items

Digital Evidence Management System

Docking station menu

Click "Docking Station" menu, enter the docking station feature window, you can review docking station
and inserted cameras status information.

24



Jh| Digital Evidence Management System £ Welcome admin| 05/

~
[_—; Pt Department: = HostIP: () Quick Search
& Division Departments List () Docking Stations List
S Personnel () XX Division @Modiy —Remove SLock ( Unlock Total:7 Online 20ffine:
i O me Depariment  Host HostDomain  HostPort  AgentlP  AgentFort  Online Files Total Disk Spac Used Space  Space Remaini Utilizstion  Mema
1 O 192.188.0.51 2m3 o 8 175.78GB  51.41GB 1243768 20%
2 02 127,001 X 0 0.00MB oME o.00M8
z Oa 127,001 x 0 0.00ME oNME 0.00M8
+ 0O 127.001 x 0 0.00MB omMB 0.00M8
s (s 127,001 x 0 0.00MB ome .00M8
Os 127,001 x 0 0.00MB ome 0.00MB
7 d7 192.188.0.65 B 8 3723.30G8  206MB 37231068 0%
>
> 20[v| Page1  |of1 & Displaying 1to 7 of 7 items

igital Evidence Management System

Reports

Click "Report" menu, you will enter report feature window, allowing you to view statistics and analysis of
all uploaded files.

25



tﬁ Welcome admin| 0

>
- Office ID Officer Name Date Recorded to
Department == () Search
@ Peports
- Uplosded by Depariment [T EEN Sty
(@ Log
Video L in}  Audio L i) Image Quantity Mark Quaniity Mark Rate Charge Rete  Activated Totsl Device Ussge  Activsied Rste Files
o o 0 o o [ 2 [ o [
o o 0 o o [ 2 [ 0 o
> 20[v] Page[1 |of1 ] Displaying 1 to 2 of 2 items

Logs

Please click "Log" menu, you will enter log feature window, you can view operational logs in this window.

F;I Digital Evidence Management System & Weicome admin| 06/0

=T T Lo T 1o ]
>
. vser [ ] Bent [ ] EventContent [ ]
Upload IPaddress: [ | Time: ) () Search
|:| I3} Time User Event Event Content Uploed IP address

1 |:| 1885 2018-08-02 00-30:08 ‘admin Function Module Statistic 192.188.0.51 ~

z |:| 1886 2016-06-02 00-30:08 ‘admin Function Module Statistic 192.188.0.51

3 D 1887 2018-08-02 00-30:08 ‘admin Function Module Statistic 192.188.0.51

4 D 1884 2016-06-02 00-28:58 ‘admin Function Module Docking Station 192.188.0.51

5 D 1883 2016-06-02 00-28:36 ‘admin Function Module Personnel 192.188.0.51

D 1882 2016-06-02 00-27:36 ‘admin Function Module Division 192.188.0.51

7 D 1881 2016-08-02 00-27:34 ‘admin Function Module \iew Files 192.188.0.51

8 D 1880 2016-06-02 00-20:46 ‘admin iew Files MB00008@2016052702332810 jpy 192.188.0.51

Ll D 1879 2016-06-02 00:-20:40 ‘admin iew Files MB00008@2016052702332510.mp4 192.188.0.51

10 D 1878 2016-06-02 00:20:00 ‘admin View Files MB00008@2016052408132510.mp4 192.188.0.51

11 D 1877 2016-06-02 00:20:08 ‘admin View Files MB0000E@2016052408121510 jpg 192.188.0.51

12 D 1876 2016-06-02 00:10:58 ‘admin View Files 43654@2016053003420210.mov 192.188.0.51

12 D 1875 2016-06-02 00:10:52 ‘admin View Files MB00008@2016052408132510.mp4 192.188.0.51 b
> 20[v| Page(1 [of75| b M | @ Displaying 1 to 20 of 1481 items

1 Management System

Securtity

Please click "Security" menu, this will take you to the security feature window, here you can create a
user and assign permissions to any user.
26



j Digital Evidence Management System H Welcome admin | 06/02/2016 15:31:13 Thu

S T T TR

.| Departments List () User List A

[ XX Division .
< b _ [E] save Setting
. ' +Add ¢ Modify Remove
[ usernio User Nsme Department Availsbel O Pemissions
&} options
1 [ sdmin sdministrator % Division yes 1 [ Review Fies ~
&} Seting Cloud .
2 1 ddi23 XX Division yes 2 [ seting Claud
Setting Docking 3 [ 44ae 555 ¢ Diviion . 3 [ setting Docking
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After you select a permission, please click the "save Setting" button.
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Options

Please click "Options" menu, this will take you to the options feature window, here you can set
system basic options.
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Storage Cloud Services

Please click on the "Setting Cloud" menu, this will take you to the setting storage cloud service
feature window, here you can set Mircosoft Azure cloud service account access options and install the
cloud service.
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Cloud address and account and access key will be provided by Microsoft Azure cloud.
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After starting the cloud service, the service can automaticaly upload files to Microsoft storage cloud.
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{»ﬂ The docking station system only supports Microsoft Azure cloud for storing the files on the cloud.
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Setting docking menu

Please click "Setting Docking" menu, this will take you to the Setting Docking feature window, here you
can set options of docking station.
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Upload policy

Please click "Upload Policy" menu, this will take you to the upload policy feature window, here you can
set files which you wish to upload to storage cloud, when you select these files, only selected files will be
uploaded to the cloud.

& Welcome admin| 06/02/201615:40:14 Thu PO

Seting Cloud Setting Docking | Upload Policy
) Dt Uplonded Ofica 1D Devie ID Q2 Searcn

By User B
[ Depariment [E Upload X Cancel A
n y —
(213X Division
O Upload Department Office D Officer Name  DateRecorded  Recording ime  Length(Min) Resalution Device ID Impt Level Main Task Subtask
Options
1 0O @ 2016-05-27 103026 115 345ms 1820X1080  MBOOOO3 Normal
& Seting Cloud 2 O Q 20160527 10:30.36 85 60Bms 10201080 ME00002 Normal
Setting Docking 3 [0 Q 2016-05-27 10:30:48 85 876ms 10201080 ME00002 Normal
. L[| 2016-05.27 10:30:26 115 345ms 1820X1080  MEOOOOD Normal
[2 Upload Policy Q@
s O @ 2016-05.27 10:30:36 85808ms 1820X1080  MEOOOOD Normal
e O @ 2016-05.27 10:30:48 85076ms 1820X1080  MEOOOOD Normal
| @ XX Division 00001 jon 2016-05-24 08:03:33 8mn 305 1280%720 MO00008 Normal
s [ [%] XX Division 00001 jon 2016-05-24 02:1038 85 256ms 1280%720 MO00008 Normal
e [ [%] X Division 00001 jon 2016-05-24 02:12:14 85 256ms 1280%720 M000008 Normal
10 [] @ XX Division 00001 jon 2018-08-24 0s:1324 15301ms 1280X720 Ma00008 Nermal
v
< >

igital Evidence Management System

31



Touch Screen

If the touch screen is not responding properly, try the following:
Remove any protective covers from the touch screen. Protective covers may prevent the device
identification or lead to incorrect input, we do not recommend the use of touch-screen devices with
the protective film.
Make sure to click the touch screen when fingers are clean and dry.
Restart the device to clear any temporary software bugs.
Make sure the LCD driver is operating normally.
If the touch screen is scratched or damaged, please contact Rewire Security.

Network

1. If you can’t connect the docking station, please check the RJ45 network line if it’s inserted properly.
2. Enter the window desktop, and open LAN card properties, And check if the IP Address is available.

System

1. If operate system of docking station can’t boot, and if the screen shows this message:

Reboot and Select proper Boot device
or Insert Boot Media in selected Boot device and press a key

It means the operating system boot files is damaged, please contact Rewire Security.
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1, Docking station comes with a hard disk, and it can store files from body camera. If the hard disk is full,

you can erase the files inside or change the disk by opening the lock beside the docking station using the
supplied key, and get out the hard disk, and insert a new hard disk.

2. If you wish to erase the files inside the disk, enter the windows computer management, then select

the docking station storage disk from the menu and click on format hard disk.

End
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